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OUR
CONTENT

is fully developed and tailored
specifically for our trainees, from
scratch, by our own team of
specialists

@Q@ What sets

our training
programs
apart?

OUR
TEAM

is composed of in-house,

highly-qualified cyber
and IT experts and

training professionals

OUR
PLATFORMS

are exclusive and bring
to our trainees hands-on
learning through
customized simulations
and real-life scenarios
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Module Academic Hours

Module 1
Penetration Testing

Total Hours: 45
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Module Description

Module 1 Intro to penetration testing-

Penetration Testing Advanced active scanning
Windows privilege escalation
Windows post exploitation
Domain enumeration
Domain privilege escalation
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